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Welcome from the Head of Centre 

 

We are honoured and delighted to include you as a staff member of London College of 

Business (LCB).   

The London College of Business was founded in 2005. The mission of LCB is to “provide 

affordable, excellent academic and professional education underpinned by creative work, 

scholarship and ethical values extending to: 

 High quality undergraduate and postgraduate education 

 Promote critical and ethical thinking 

 Appeal to different learning styles 

 Affordable education to all deserving and meritorious students” 

We believe that the quality, integrity and critical nature of the British higher education system 

can benefit the whole world, if it is made available. Hence, it is our goal to offer the highest 

quality education possible, though affordable for the world’s students, whether in Britain or 

elsewhere. We believe that learning should be an intimate educational experience, such that 

student engagement is at the centre of what we aim to achieve. Our college must remain 

responsive to student needs and be free to evolve its curricula naturally as the field of 

knowledge expands. Our independence allows us to embody these values. 

For our staff education is a career, not a business. 

Our aims as an educational institution emphasize the following concepts: 

 Access to education, 

 Respect for the needs and interests of individual students, 

 Quality, critical thinking, and academic rigor, 

 Affordable education to students of varying background, experience, age, and 

citizenship, 

 Our staff make a lifelong investment in education, such that education is their career, 

not their business, 

 For the London College of Business to be a path to the fulfillment of the lifelong goals 

of our students. 

I welcome you again as you play an important role in creating and developing the future of 

London College of Business. 

 
Dr. S Basha 
Head of Centre 
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Your responsibilities as a member of staff 
 

Whilst at the college it is expected that staff are ‘good citizens,’ so they behave in a mature 

responsible manner showing respect to all, students, visitors and staff alike. 

The college’s adopted policies and procedures that effect staff are contained within this handbook, the 

Student Handbook, the Quality Manual, and some are also on the college website www.lcbuk.org . 

Please read them carefully, paying particular attention to what is expected of you in terms of 

responsibility and attitude. Some bureaucracy cannot be avoided, so it is essential that you stay on top 

of meeting your obligations with regards to timetables, meeting attendance and responding to 

communications. In this regard, you should check emails daily and college notice boards (in college 

and online) weekly. 

In addition to the policies contained within this handbook, you must also familiarize yourself with the 

policies and procedures contained in the Student Handbook, thus ensuring that you understand what 

is expected of our students and what they expect of us. 
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College Staff Policies and Procedures 

 

Staff Communications Policy 

Although London College of Business is a small college, with less than ten fulltime staff at 

present, it is still necessary to institute a staff communications policy, which aims to assist 

quality control by adopting best practice communication techniques. 

Staff communications with students 

1. All student enquiries must be taken seriously and dealt with in a polite professional 

manner. 

2. All students who email the college should expect to receive a reply within one or two 

working days. There should be no exception to this rule. Staff should apportion up to an 

hour each day devoted to replying to student emails. If it is noticed that this hour is 

inadequate to deal with the volume of emails, then the principal should be notified in 

order that the matter can be looked into and resolved. 

3. If out of the office for a working day, staff should set up an automatic email responder 

informing students of when their emails can expect to be answered. 

4. For repeat emails on the same topic a standard, but up to date, email response can be 

sent. This may be in the form of: “If your email is about... then...” 

5. Unreasonable student requests should be dealt with in a firm but fair way. Even though 

such an unreasonable request may be very common, it should be assumed in the first 

instance that each student is genuine, but ignorant of the unreasonableness of their 

request. It should not be assumed that they should already know such and such. 

6. If students become persistent then they should be reminded that their request has been / 

will be dealt with in due course, or that such a request is unreasonable due to such and 

such reason. Should they still persist, then they should politely be asked to desist as there 

is nothing more that can be done. If they are not satisfied with this, then they should be 

directed to email the principal or student welfare officer to take the matter further. 

7. Students should not ever be promised anything, except in writing by a person authorised 

to do so. If a written communication to students already exists, then all staff are 

authorised to repeat the contents for students who are requesting clarification. 

8. Formal meetings with students should be recorded on a standard meeting minutes form. 

Records should include: date, attendees, items discussed, and actions agreed upon and 

unresolved matters. Meeting minutes should be copied to each attendee and the original 

filed with the senior administrator, either electronically or on paper. 

9. The Student Welfare Officer should be invited to all meetings related to students or 

policies, in order that they remain well informed of matters, to be able to swiftly respond 

to student enquiries. 

10. Emails should be addressed to only one recipient (“to”), but cc’d to all relevant people. 
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Staff communications with other staff 

1. All staff should feel free to, and be made welcome to, share ideas or suggestions with 

other staff on any matter. All suggestions should be heard without a guarantee of 

adoption. If the timing is inconvenient, then a later time should be scheduled to discuss 

the idea. 

2. Each month should include an all-staff meeting which has time scheduled to discuss 

concerns with student engagement / progress, either generally, or specific cases. All staff 

should be engaged in such discussion so that all who interact with the student can be 

made aware of or raise any issues. 

3. Meetings should be recorded on a standard meeting minutes form. Records should 

include: date, attendees, items discussed, and actions agreed upon and unresolved 

matters. Meeting minutes should be copied to each attendee and the original filed with 

the senior administrator, either electronically or on paper. 

4. Meeting minutes and other important documents should be added to the staff intranet 

system where they will be tagged according to topic, type and date. 

Decision making 

1. Decision making should never involve only one person. 

2. All decisions should come after consultation with those affected by the decision and after 

senior management approval. 

3. Meetings where such decisions are discussed and taken should be minute, and then filed 

with the senior administrator. 

4. Where possible such minutes should be made available on the staff intranet. 

5. Areas that particularly need attention include: 

 Policy changes and new policies, 

 Calendar dates, exam dates, assignment deadlines, 

 External communications, including general emails to all students, 

 Student interventions. 

 New staff appointments. 

This policy should be read in conjunction with the Committee Structure.  
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Public Information Policy 

 

It is important that prospective students, students and the general public are given accurate 

and appropriate information about the college and its programmes at all times, hence the 

existence of this policy which aims to address this need. 

As a general rule, documents produced within the college are considered safe to be in the 

public domain, unless otherwise stated, with the exception of any information concerning 

specific students or staff, or emails between staff, which is considered private, unless 

otherwise stated so. Being safe to being in the public domain does not mean it is necessarily 

promoted, but may appear in printed or electronic form where the public may gain access to 

it. 

With this in mind, all staff should be conscious of ensuring accuracy and appropriateness of 

written information and communications. The inclusion of inappropriate content in 

documents or communications may result in disciplinary measures being taken. 

Information that is intended for promotional purposes, such as posters, websites or email-

shots, must have been checked by at least two senior staff members. 

Information on the college websites, other the course areas of the managed learning 

environment (MLE), must be checked by at least two senior staff members before it is made 

available on the public internet. 

Information placed within course areas of the MLE are the responsibility of the academic staff 

associated with the particular course, with overall responsibility lying with the Programme 

Director(s). 

Detailed information about the programmes, programme specifications and module 

descriptors should be made available on the college website, where prospective students may 

gain easy access to it. It should be written in a way that is accessible to students. As much as is 

reasonable, printed versions should be made available to those who request it. 

All adopted policies which relate to the student experience should be made publicly available 

on the college website. 

Staff policies must be available on the college intranet, where all staff have access to them. 

They should also be available in printed form in the administration office and made available 

to staff or staff applicants upon request. 

Specific information contained on the college website should adhere to the guidance offered 

in the QAA Quality Code Section C. 
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Staff Development Policy 

 

QAA Quality Code Chapter B3: Expectation Indicator 3 

Learning and teaching practices are informed by reflection, evaluation of professional practice, and 
subject-specific and educational scholarship. 

 

The aims of London College of Business (LCB) staff development policy are to: 

• help you develop the skills and give you the knowledge necessary to do the jobs for 

which you have been recruited 

• help you develop the skills and give you the knowledge required in other jobs in the 

college, so that flexibility may be achieved at all levels in the college 

• equip you for promotion, should the possibility arise 

• increase the effectiveness of everyone in the college, and therefore of the college as a 

whole 

Investment 

The college will invest time and resources in the development of its staff, both full and part-

time.  

 All new staff will receive a thorough induction into the culture and practices of the 

college.  

 Senior management will identify opportunities for staff development, to be offered to 

those who are most appropriately likely to benefit from them. 

 Each year staff should spend at least two full days personal development training, or 

more if there is sufficient justification to do so. 

 As awarding body policies and procedures are updated, relevant staff will be invited to 

attend update or refresher sessions, run either internally or externally. 

 Staffs are to be supported in maintaining their continuous professional development 

(CPD) portfolio and undertake relevant standardisation tasks accordingly.  

 Awarding body standardisation exercises will be conducted as required and any extra 

training or support will be arranged for staff that may require this. Meetings to discuss 

such standardisation matters are part of the regular Academic Committee meeting 

cycle, as detailed in the Staff Communications Policy 

(http://www.lcbuk.org/pdf/Staff_Communications_Policy.pdf). 

 Staff are expected to, and therefore supported in, research of their specialist fields of 

expertise to stay abreast of recent developments. 

QAA Quality Code Chapter B4: Expectation Indicator 7 

Higher education providers ensure staffs that enable students to develop and achieve are 
appropriately qualified, competent, up to date and supported. 

http://www.lcbuk.org/pdf/Staff_Communications_Policy.pdf
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Appraisal 

Members of staff will be apprised by their manager, who will complete a formal annual 

appraisal which will be based upon discussions with the employee. Employees will have the 

opportunity to air their views, record any comments and discuss plans for their development. 

Promotion 

All promotions are made solely on the basis of individual merit, and all suitable candidates will 

be considered regardless of their sex, race, religion, disability, sexual orientation or age. 

An individual’s potential for promotion is assessed by considering many aspects of their past, 

current performance and future capabilities.  

This policy is based upon a sample produced by ACAS available at 

https://archive.acas.org.uk/index.aspx?articleid=6612 
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Staff Grievance Procedure 

 

Dealing with grievances informally 

If you have a grievance or complaint to do with your work or the people you work with, which 

cannot be resolved directly,  you should, wherever possible, start by talking it over with your 

manager. You may be able to agree a solution informally between you. 

Formal grievance 

If the matter is serious and/or you wish to raise the matter formally you should set out the 

grievance in writing to your manager. You should stick to the facts and avoid language that is 

insulting or abusive. 

Where your grievance is against your manager and you feel unable to approach him or her 

you should talk to another manager or the owner. 

Grievance hearing 

Your manager will call you to a meeting, normally within five days, to discuss your grievance. 

You have the right to be accompanied by a colleague or trade union representative at this 

meeting if you make a reasonable request. 

After the meeting the manager will give you a decision in writing, normally within 24 hours. 

Appeal 

If you are unhappy with your manager’s decision and you wish to appeal you should let your 

manager know. 

You will be invited to an appeal meeting, normally within five days, and your appeal will be 

heard by a more senior manager (or the college owner). You have the right to be 

accompanied by a colleague or trade union representative at this meeting if you make a 

reasonable request. 

After the meeting the manager (or owner) will give you a decision, normally within 24 hours. 

The manager’s (or owner’s) decision is final. 

This policy is based upon a sample produced by ACAS available at 

https://www.acas.org.uk/disciplinary-and-grievance-procedures 
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Staff Absence Policy 

 

Policy statement 

We are committed to improving the health, wellbeing and attendance of all employees. We 

value the contribution our employees make to our success. When any employee is unable to 

be at work for any reason, we miss that contribution. This absence policy explains: 

• what we expect from managers and employees when handling absence 
• How we will work to reduce levels of absence to no more than five days per 

employee per year. 
 

We welcome the continued involvement of employees in implementing this policy. 

Key principles 

The college’s absence policy is based on the following principles: 

1. As a responsible employer we undertake to provide payments to employees who 
are unable to attend work due to sickness. 

2. Regular, punctual attendance is an implied term of every employee’s contract of 
employment – we ask each employee to take responsibility for achieving and 
maintaining good attendance. 

3. We will support employees who have genuine grounds for absence for whatever 
reason. This support includes: 
a. ‘special leave’ for necessary absences not caused by sickness 
b. a flexible approach to the taking of annual leave 
c. access to counselors where necessary 
d. Rehabilitation programmes in cases of long-term sickness absence. 

4. We will consider any advice given by the employee’s GP on a ‘Statement of Fitness 
for Work’. If the GP advises that an employee ‘may be fit for work’ we will discuss 
with the employee how we can help them get back to work – for example, on 
flexible hours, or altered duties. 

5. We will use an occupational health adviser, where appropriate, to: 
a. help identify the nature of an employee’s illness 
b. Advise the employee and their manager on the best way to improve the 

employee’s health and wellbeing. 
6. We respect the confidentiality of all information relating to an employee’s 

sickness. This policy will be implemented in line with all data protection legislation 
and the Access to Medical Records Act 1988. 

7. The college’s disciplinary procedures will be used if a timely explanation for 
absence is not forthcoming or is not satisfactory. 
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Notification of absence 

If an employee is going to be absent from work they should communicate this to their 

manager or deputy within an hour of their normal start time. They should also: 

• give a clear indication of the nature of the illness and 
• A likely return date. 

The manager will check with employees if there is any information they need about their 

current work. If the employee does not contact their manager by the required time the 

manager will attempt to contact the employee at home. 

An employee may not always feel able to discuss their medical problems with their line 

manager. Managers will be sensitive to individual concerns and make alternative 

arrangements, where appropriate. For example, an employee may prefer to discuss health 

problems with a person of the same sex.  

Evidence of incapacity 

Employees can use the college self-certification arrangements for the first five days absence. 

Thereafter a letter from a GP in the form of a ‘Statement of Fitness for Work’ is required to 

cover every subsequent day. 

If absence is likely to be protracted, i.e. more than four weeks continuously, there is a shared 

responsibility for the college and the employee to maintain contact at agreed intervals. 

‘May be fit for some work’ 

If the GP advises on the Statement of Fitness for Work that an employee ‘may be fit for work’ 

we will discuss with the employee ways of helping them get back to work. This might mean 

talking about a phased return to work or amended duties. 

Return to work discussions 

Managers will discuss absences with employees when they return to work to establish: 

• the reason for, and cause of absence 
• anything the manager or the college can do to help 
• That the employee is fit to return to work. 

If an employee’s GP has advised that they ‘may be fit for work’ the return to work discussion 

can also be used to agree in detail how their return to work might work best in practice. 

A more formal review will be triggered by: 

• frequent short-term absences 
• Long-term absence. 

This review will look at any further action required to improve the employee’s attendance and 

wellbeing. 
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Absence due to disability/maternity 

Absences relating to the disability of an employee or to pregnancy will be kept separate from 

sickness absence records. We refer employees to our Equal Opportunity Policy. 

 

This policy is adapted from a sample policy produced by ACAS available at 

https://www.acas.org.uk/absence-from-work 
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Fraud Policy 

 

Fraud is a serious potential problem for any institution, but particularly serious when dealing 

with public funding. The guidelines set out below aim to identify instances of suspected fraud 

early, so that they can be dealt with in a timely manner. 

Fraud must not be accepted at any level, whether financial or academic. The college has a 

duty to promote the highest standards at all times, so any action or suggestion that fraud can 

be tolerated is absolutely inappropriate and will invoke the Staff Disciplinary Policy.  

The senior management committee (see the Committee Structure) is responsible for the 

prevention, detection and investigation of irregularities, including fraud.  

Fraud is primarily prevented through adhering to the college’s various adopted policies. 

Occasional audits of college functions also serve as a deterrent and an early warning of 

possible irregularities. 

Matters of academic integrity, from admissions, to programme delivery, to certification are the remit 

of the college Registrar. An audit of academic functions in the college will be conducted by the 

Registrar, as often as the Registrar deems necessary. All emails, files (paper and electronic) and 

database record shall be made available to the Registrar during such audits.  

QAA Quality Code Chapter B2: Expectation Indicator 4 

Higher education providers monitor, review and update their recruitment, selection and admission 
policies and procedures, in order to enhance them and to ensure that they continue to support the 
provider's mission and strategic objectives. 

 

Matters of financial irregularity and all other irregularities in all areas of the college finances 

are the remit of the college Principal. An audit of financial functions in the college will be 

conducted by, or arranged by, the Principal, as often as the Principal deems necessary. All emails, files 

(paper and electronic) and database record shall be made available to the Principal during such audits. 

Staff and students of the college are encouraged to be vigilant when applying the college policies at all 

times. They are also encouraged to raise any concerns that they may have in writing in confidence to 

the college Principal in the first instance, or the college owner, if the concerns are regarding the 

Principal. 

Staff should be made aware of this policy as part of their induction programme. Students 

should be made aware of the seriousness with which the college views irregularities and 

fraud, as well as the mechanism for raising concerns. 

Persons identifying irregularities will not be adversely affected as a result of ‘whistle blowing’ or 

identifying. If, however, upon investigation they are implicated in the irregularity, then they may face 

appropriate disciplinary measures. 
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An individual gaining or seeking to gain inappropriate access to files, records or computer 

systems, which are not ordinarily part of that individual’s role, will be viewed as a potential 

instance of irregularity and will invoke an investigation, headed by the appropriate senior 

management team member, as identified above. 

At any point in time the Principal can invite an external auditor to conduct a limited or full 

audit of college functions. 

Serious instances of irregularities or fraud must be reported to concerned awarding bodies, 

public bodies, and other stakeholders in a timely manner. 
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Certification Policy 

 

The college issues the following letters, where relevant, for the benefit of students.  

 An offer letter to study on a specific course. 

 A Confirmation of Acceptance to Study letter (CAS) according to the Tier 4 visa system. 

 An enrolment letter confirming that the student has been enrolled on the course. If 

the enrolment is provisional, or dependant on further scrutiny, then this will be made 

clear in the letter. 

 A confirmation of student status letter with regard to fees or academic progress will 

be issued at the student’s request. 

 A course completion letter is issued when the student has completed the taught part 

of the course; hence they have completed their studies, although results may be 

pending. Such a letter will not normally refer to student results, except as provisional 

results in exceptional cases. 

 A dissertation submission confirmation letter will also mention the student’s current 

status. 

The above letters may not be used as certificates, nor should they imply that they act as 

official confirmation of student results. 

Certificates, diploma supplements and transcripts of results are issued by the relevant 

awarding body. 

Only after the awarding body has issued their certificate, diploma supplement, or transcript of 

results, may the college issue any letter confirming student results or a transcript of results. 

When claiming certification from awarding bodies, or informing awarding bodies of interim 

results, all presented data should be checked by at least two members of staff; with one of 

them being the director of studies. 

Students will be informed that their certificate has arrived within two working days of the 

certificate arriving at the college. 

Students will be informed that they should collect the certificate in person, bringing 

appropriate identification. They will also be informed that the certificate can be posted to 

them upon receipt of the required payment for postage. 
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Staff Disciplinary Policy 

 

1. Purpose and scope 

The college aims to encourage improvement in individual conduct or performance. This 

policy sets out the actions which will be taken when disciplinary rules are breached. 

 

2.  Principles 

a. The policy is designed to establish the facts quickly and to deal consistently with 

disciplinary issues. No disciplinary action will be taken until the matter has been 

fully investigated. 

b. At every stage employees will be informed in writing of what is alleged and have 

the opportunity to state their case at a disciplinary meeting and be represented or 

accompanied, if they wish, by a trade union representative or a work colleague. 

c. An employee has the right to appeal against any disciplinary penalty. 

 

3. The Procedure 

Stage 1 – first warning 

If conduct or performance is unsatisfactory, the employee will be given a written warning or 

performance note. Such warnings will be recorded, but disregarded after six months of 

satisfactory service. The employee will also be informed that a final written warning may be 

considered if there is no sustained satisfactory improvement or change. Where the first 

offence is sufficiently serious, for example because it is having, or is likely to have, a serious 

harmful effect on the college, it may be justifiable to move directly to a final written warning. 

Stage 2 – final written warning 

If the offence is serious, or there is no improvement in standards, or if a further offence of a 

similar kind occurs, a final written warning will be given which will include the reason for the 

warning and a note that if no improvement results within two months, action at Stage 3 will 

be taken. 

Stage 3 – dismissal or action short of dismissal 

If the conduct or performance has failed to improve, the employee may suffer demotion, 

disciplinary transfer, loss of seniority or dismissal. 

Gross misconduct 

If, after investigation, it is confirmed that an employee has committed an offence of the 

following nature (the list is not exhaustive), the normal consequence will be dismissal without 

notice or payment in lieu of notice: 
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 theft or fraud 

 physical violence or bullying 

 deliberate and serious damage to property 

 serious misuse of an college’s property or name 

 deliberately accessing internet sites containing pornographic, offensive or obscene material 

 serious insubordination 

 unlawful discrimination or harassment 

 bringing the college into serious disrepute 

 serious incapability at work brought on by alcohol or illegal drugs 

 causing loss, damage or injury through serious negligence 

 a serious breach of health and safety rules 

 a serious breach of awarding body expectations or rules 

 a serious breach of confidence. 

While the alleged gross misconduct is being investigated, the employee may be suspended, 

during which time he or she will be paid their normal pay rate. Any decision to dismiss will be 

taken by the SMT only after full investigation. 

Appeals 

An employee who wishes to appeal against any disciplinary decision must do so to the college 

Principal within five working days. The SMT will hear the appeal and decide the case as 

impartially as possible. 

 

This policy is based upon a sample produced by ACAS available at 

https://www.acas.org.uk/disciplinary-and-grievance-procedures 
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The Equality Act 2010 

 

The Equality Act gives disabled people rights in employment. A disabled person is defined in 

the Act as ‘anyone with a physical or mental impairment which has a substantial and long-

term adverse effect upon his or her ability to carry out normal day-to-day activities’. 

However, disability does not necessarily affect someone's health, so insisting on a medical 

report purely on the basis of the disability may be unlawful discrimination. If your 

organisation believes that pre-employment health screening is necessary, you must make 

sure it is carried out in a non-discriminatory way. It is unlawful to ask health related questions 

before making a job offer (whether condition or unconditional), except in order to: 

 determine if a candidate can carry out a function which is essential to the job 

 ask whether candidates need special arrangements for any part of the application 

process 

 anonymously monitor whether candidates are disabled 

 take positive action to assist disabled people 

 check that a candidate has a disability where this is a genuine requirement of the job. 

If a report from any individual’s doctor is sought, then permission must be given by the 

individual, and they have the right to see the report (Access to Medical Reports Act 1988). 

Discrimination means treating someone less favourably without any justification and the Act 

requires that employers make reasonable adjustments if that will then remove the reason for 

the unfavourable treatment. An example of a reasonable adjustment could be the provision 

of a suitable computer keyboard to an operator who had difficulty through disability in using a 

conventional keyboard. 

In relation to discipline and grievance procedures, employers must clearly ensure they do not 

discriminate in any area of practice which could lead to dismissal or any other detriment (for 

example warnings). 

The Act also covers people who become disabled during the course of their employment, and 

this is particularly relevant to the absence handling section of this handbook. It is vital that 

the employer should discuss with the worker what their needs really are and what effect, if 

any, the disability may have on future work with the organisation. Any dismissal of a disabled 

employee for a reason relating to the disability would have to be justified, and the reason for 

it would have to be one which could not be removed or made less than substantial by any 

reasonable adjustment. 

The Equality and Human Rights Commission provides information and advice about all aspects 

of the Equality Act 2010, as well as signposting specialist organisations where necessary. In 
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addition, it can offer good practice advice on the employment of disabled people. Tel: England 

0845 604 6610, Scotland 0845 604 5510 and for Wales 0845 604 8810. 

This text is taken from a document produced by ACAS available at 

https://www.acas.org.uk/disciplinary-and-grievance-procedures 
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Data Protection Policy                                                                   
  

Introduction 

London College of Business Ltd. ("the College") needs to keep certain information about its 

employees, students and other users to allow it to for example monitor performance, 

achievements, health and safety. It also needs to process information so that staff can be 

recruited and paid, courses organised and legal obligations to funding bodies and government 

complied with. To comply with the law, information must be collected and used fairly, stored 

safely and not disclosed to any other person unlawfully. To do this, the College must comply 

with the Data Protection Principles, which are set out in the General Data Protection 

Regulation 2016 (GDPR). 

Article 5 of the GDPR requires that personal data shall be:  

processed lawfully, fairly and in a transparent manner in relation to individuals; 

collected for specified, explicit and legitimate purposes and not further processed in a manner 

that is incompatible with those purposes; further processing for archiving purposes in the 

public interest, scientific or historical research purposes or statistical purposes shall not be 

considered to be incompatible with the initial purposes; 

adequate, relevant and limited to what is necessary in relation to the purposes for which they 

are processed; 

accurate and, where necessary, kept up to date; every reasonable step must be taken to 

ensure that personal data that are inaccurate, having regard to the purposes for which they 

are processed, are erased or rectified without delay; 

kept in a form which permits identification of data subjects for no longer than is necessary for 

the purposes for which the personal data are processed; personal data may be stored for 

longer periods insofar as the personal data will be processed solely for archiving purposes in 

the public interest, scientific or historical research purposes or statistical purposes subject to 

implementation of the appropriate technical and organisational measures required by the 

GDPR in order to safeguard the rights and freedoms of individuals; and 

Processed in a manner that ensures appropriate security of the personal data, including 

protection against unauthorised or unlawful processing and against accidental loss, 

destruction or damage, using appropriate technical or organisational measures. 

Article 5(2) requires that the data controller (the College) shall be responsible for, and be able 

to demonstrate, compliance with the principles. 

 The College and all staff or others who process or use any personal information must ensure 

that they follow these principles at all times. In order to ensure that this happens, the College 
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has developed this Data Protection Policy. This Policy outlines what we expect from you in 

order for the College to comply with its legal obligations and compliance is mandatory. 

 Status of the Policy 

This policy does not form part of the formal contract of employment, but it is a condition of 

employment that employees will abide by rules and policies made by the College.  Any failure 

to follow the policy can therefore result in disciplinary proceedings. 

 The College’s Data Protection Officer (DPO) is responsible for overseeing this Policy and, as 

applicable, developing related policies and privacy guidelines. 

 Please contact the DPO with any questions about the operation of this Policy or the GDPR, or 

if you are concerned that this Policy is not being or has not been followed. If the matter is not 

resolved, it should be raised as a formal grievance. 

 Data Protection Law 

The GDPR and the Data Protection Act 2018 (DPA 2018) have replaced the Data Protection 

Act 1998 (DPA 1998) as the main legislation governing privacy and data protection matters in 

the UK. Whilst the GDPR is the main source of data protection law, the DPA 2018 fills in some 

of the gaps in the GDPR as it relates to the UK. The GDPR and DPA 2018 describes how 

organisations such as the College must collect, handle and store personal information. 

 The GDPR applies to personal data meaning any information relating to an identified or 

identifiable person who can be directly or indirectly identified in particular by reference to an 

identifier. 

This definition provides for a wide range of personal identifiers to constitute personal data, 

including name, identification number, location data or online identifier, reflecting changes in 

technology and the way organisations collect information about people. 

The GDPR applies to both automated personal data and to manual filing systems where 

personal data are accessible according to specific criteria. This could include chronologically 

ordered sets of manual records containing personal data. 

Personal data that has been pseudonymised – eg key-coded – can fall within the scope of the 

GDPR depending on how difficult it is to attribute the pseudonym to a particular individual. 

These rules apply regardless of whether data is stored electronically, on paper or on other 

materials. 

Equality Statement 

This policy applies to all college staff regardless of age, race, disability, religion or belief, 

gender, sexual orientation, marital or civil partnership status, gender reassignment, 

pregnancy or maternity, or any other status. All individuals will be treated in a fair and 
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equitable manner recognising any special needs where adjustments can be made. No 

individual will suffer any form of unlawful discrimination, victimisation, harassment or 

bullying as a result of this policy. 

 Data Protection Officer 

The College as a corporation is the data controller under the GDPR, and the College 

Corporation is therefore ultimately responsible for ensuring that implementation. 

The College has a designated Data Protection Officer (DPO) (Director of Governance) who is 

responsible for: 

Maintaining the College’s registration with the Information Commissioner’s Office; 

Providing advice, guidance, monitoring of compliance and direction regarding data protection 

matters within the College; 

Reporting personal data breaches where appropriate; 

Raising data protection awareness and providing training to staff regarding data protection 

law and the GDPR 

 Data Protection Risks 

This policy helps to protect the college from some very real data security risks, including:  

Breaches of confidentiality. For instance, information being given out inappropriately. 

Failing to offer choice. For instance, all individuals should be free to choose how the college 

uses data relating to them. 

Reputational damage. For instance, the college could suffer if hackers successfully gained 

access to sensitive data. 

 Responsibilities 

Everyone who works for or with the College has some responsibility for ensuring data is 

collected, stored and handled appropriately.  

Each team that handles personal data must ensure that it is handled and processed in line 

with this Policy and the data protection principles. 

 However, the following have key areas of responsibility:  

The Corporation is ultimately responsible for ensuring that the College meets its legal 

obligations.  

The DPO is responsible for: 
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Keeping Corporation updated about data protection responsibilities, risks and issues. 

Reviewing all data protection procedures and related policies, in line with an agreed schedule. 

Arranging data protection training and advice for the people covered by this policy. 

Handling data protection questions from staff and anyone else covered by this Policy. 

Dealing with requests from individuals to see the data that the college holds about them (also 

called ‘subject access requests’) and any other data subject rights. 

Checking and approving any contracts or agreements with third parties that may handle the 

college’s sensitive data. 

Reporting data breaches, when required, to the ICO. 

Monitoring compliance and conducting internal audits.  

The IT Manager is responsible for: 

Ensuring all systems, services and equipment used for storing data meet acceptable security 

standards. 

Performing regular checks and scans to ensure security hardware and software is functioning 

properly. 

Evaluating any third-party services the college is considering using to store or process data. 

For instance, cloud computing services.  

The Principal is responsible for: 

Approving any data protection statements attached to communications such as emails and 

letters. 

Addressing any data protection queries from journalists or media outlets like newspapers. 

Where necessary, working with other staff to ensure marketing initiatives abide by data 

protection principles. 

The Director of Finance & Resources is responsible for:  

Ensuring that Staff data is kept as accurate and up to date as possible. 

The timely removal/anonymization of data from college systems to abide by the need in GDPR 

to keep data no longer than is necessary. 

The CIS Manager is responsible for:  

Ensuring that Student data is kept as accurate and up to date as possible. 
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The timely returns of data to ensure the college fulfils its legal obligations. 

The timely removal/anonymization of data from college systems to abide by the need in GDPR 

to keep data no longer than is necessary 

 Responsibilities of Staff and Students 

All staff and students are responsible for: 

Checking that any information that they provide to the College in connection with their 

employment or studies is accurate and up to date; 

Inform the College of any changes to or errors in information, which they have provided, i.e. 

changes of address. They must ensure that changes of address, etc. are notified to Human 

Resources (staff) and College Information Services (CIS) (students); Reporting known or 

suspected data breaches to the DPO as quickly as possible. The College cannot be held 

responsible for any such errors unless the staff member or student has informed the College 

of them. 

 Protecting Personal Data 

Personal data must be secured by appropriate technical and organisational measures against 

unauthorised or unlawful processing, and against accidental loss, destruction or damage. 

 These rules describe how and where data should be safely stored and used. Questions about 

storing data safely can be directed to the IT Manager or DPO.  

When data is stored on paper, it should be kept in a secure place where unauthorised people 

cannot see it.  

These guidelines also apply to data that is usually stored electronically but has been printed 

out for some reason:  

When not required, the paper or files should be kept in a locked drawer, cupboard or filing 

cabinet. 

Employees should make sure paper and printouts are not left where unauthorised people 

could see them, like on a printer or photocopier. 

Data printouts should be shredded and disposed of securely when no longer required.  

When data is stored electronically, it must be protected from unauthorised access, accidental 

deletion and malicious hacking attempts:  

Data systems can be securely accessed from outside the college using Remote Desktop 

services. This means personal data should never be removed from site or saved to offsite 

computers. 



 
 

26          Updated January 2020 

Personal data should be protected by strong passwords that are changed regularly and never 

shared between employees. 

Personal data should not be stored on removable media (like a CD or DVD). If there is any 

eventuality where this is required then these should be kept locked away securely when not 

being used. 

Personal data should only be stored on designated drives and servers, and should only be 

uploaded to the approved cloud computing services. 

Servers containing personal data should be sited in a secure location, away from general 

office space. 

Personal data should be backed up frequently. Those backups should be tested regularly, in 

line with the college’s standard backup procedures. 

Personal data should never be saved directly to laptops or other mobile devices like tablets or 

smart phones. 

All servers and computers containing personal data should be protected by approved security 

software and a firewall. 

 Personal data is of no value to the college unless the college can make use of it. However, it is 

when personal data is accessed and used that it can be at the greatest risk of loss, corruption 

or theft:  

When working with personal data, employees should ensure the screens of their computers 

are always locked when left unattended. 

Personal data should not be shared informally. In particular, it should never be sent by email, 

as this form of communication is not secure. 

Only certain designated staff (as designated by the Data Protection Officer) should transfer 

data offsite.  When data is transferred to external agencies then it should be encrypted or use 

a secure electronic file system. 

Personal data should never be transferred outside of the European Economic Area (without 

explicit written consent of the individual). 

Employees should not save copies of personal data to their own computers. Always access 

and update the central copy of any data. 

 Data Accuracy 

The law requires the college to take reasonable steps to ensure data is kept accurate and up 

to date. 
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 The more important it is that the personal data is accurate, the greater the effort the college 

should put into ensuring its accuracy.  

It is the responsibility of all staff who work with data to take reasonable steps to ensure it is 

kept as accurate and up to date as possible.   

Data will be held in as few places as necessary. Staff should not create any unnecessary 

additional data sets. 

The college will seek to make it easy for data subjects to update the information we know 

about them. 

Data should be updated as inaccuracies are discovered. For instance, if a customer can no 

longer be reached on their stored telephone number, it should be removed from the 

database. 

 Staff Guidelines 

The only people able to access data covered by this policy should be those who need it for 

their work. 

The College will provide training to all employees to help them understand their 

responsibilities when handling data. 

Employees should keep all data secure, by taking sensible precautions and following the 

guidelines below. 

In particular, strong passwords must be used and they should never be shared. 

Personal data should not be disclosed to unauthorised people, either within the college or 

externally. 

Data should be regularly reviewed and updated if it is found to be out of date. If no longer 

required, it should be deleted and disposed of. 

Employees should request help from their line manager or the Data Protection Officer if they 

are unsure about any aspect of data protection. 

 Subject Access Requests 

Data subjects have the right to request access to their personal data processed by us.  If an 

individual contacts the college requesting this information, this is called a subject access 

request (SAR).   

Subject access requests from individuals should be made by email, addressed to the data 

controller at registrar@lcbuk.org  
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If personal data of the data subject are being processed, we shall provide the data subject 

with the following information in a concise, transparent, intelligible and easily accessible 

form, using clear and plain language, in writing or by other (electronic) means:- 

 The purposes of the processing; 

The categories of personal data concerned; 

The recipients or categories of recipient to whom the person data have been or will be 

disclosed; 

Where possible, the retention period for which the personal data will be stored, or, if not 

possible, the criteria used to determine that period; 

The existence of the right to request rectification or erasure of personal data or restriction of 

processing of personal data or to object to such processing; 

The right to lodge a complaint with the Information Commissioner’s Office (ICO); 

Where the personal data are not collected from the data subject, any available information as 

to their source; 

Whether or not automated decision making is used and meaningful information about the 

logic involved, as well as the significance and the envisaged consequences of such processing 

for the data subject; and 

 We shall also, unless an exemption applies, provide the data subject with a copy of the 

personal data processed by us in a commonly used electronic form (unless the data subject 

did not make the request by electronic means or has specifically requested not to be provided 

with the copy in electronic form), within one month of receipt of the request. If the request is 

complex, or there are a number of requests, we may extend the period for responding by a 

further two months.  If we extend the period for responding we shall inform the data subject 

within one month of receipt of the request and explain the reason(s) for the delay. 

 If the SAR is manifestly unfounded or excessive, we may charge a reasonable fee, taking into 

account the administrative costs of providing the personal data, or refuse to act on the 

request. If we are not going to respond to the SAR, we shall inform the data subject of the 

reason(s) for not taking action. 

 The College will always verify the identity of anyone making a subject access request before 

handing over any information. 

 Providing Information (Transparency) 

The GDPR requires data controllers to provide detailed, specific information to data subjects 

depending on whether the information was collected directly from data subjects or from 



 
 

29          Updated January 2020 

elsewhere. Such information must be provided through appropriate ‘privacy notices’ which 

must be concise, transparent, intelligible, easily accessible, and in clear and plan language so 

that a data subject can easily understand them. 

 Whenever we collect personal data directly from data subjects (such as pupils, parents, staff 

or others) we must provide the data subject with all the information required by the GDPR, 

including: the identity of the data controller (the College) and the DPO; how and why we will 

use, process, disclose, protect and retain that personal data, through a privacy notice which 

must be presented when the data subject first provides the personal data. 

 When personal data is collected indirectly, you must provide the data subject with all the 

information required by the GDPR as soon as possible after collecting/receiving the data. You 

must also 

 The College aims to ensure that individuals are aware that their data is being processed, and 

that they understand:  

How the data is being used 

How to exercise their rights   

To these ends, the college has privacy statements for the following individuals: 

Students 

Student Applicants 

Staff 

Staff Applicants 

Parents 

Governors 

Host Families 

Letting Users 

 These set out how data relating to individuals is used by the College. These are available on 

request. A version of this statement is also available on the College website. 

 Personal Data Breach 

A personal data breach means a breach of security leading to the accidental or unlawful 

destruction, loss, alteration, unauthorised disclosure of, or access to, personal data 

transmitted, stored or otherwise processed. This includes breaches that are the result of both 

accidental and deliberate causes. If a member of staff or student believes a breach has taken 
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place, they should contact the Data Protection Officer immediately 

through registrar@lcbuk.org 

On becoming aware of a data breach a full investigation will be completed by the Data 

Protection Officer who will contain the situation, assess the potential adverse consequences 

for individuals, recover the breach if possible and report to the ICO where appropriate within 

72 hours. Any individual affected by a significant breach will be informed including the 

measures taken to mitigate any possible adverse effects. 

Any security incident will be investigated to determine if the breach was a result of human 

error, a system error or of a malicious nature. Further staff training and revisions to systems 

may take place as identified following the investigation. All staff are aware that any breach of 

the General Data Regulations Policy may result in the college’s disciplinary procedures being 

instigated. 

 Periodic Review of Data Protection Policy 

The Data Protection Officer should review the Data Protection Policy annually and we reserve 

the right to change this Data Protection Policy at any time without notice to you. 

 Policies/Plans to Cross Reference 

The Data Protection Officer should review the Data Protection Policy annually and we reserve 

the right to change this Data Protection Policy at any time without notice to you. 

Data Retention & Erasure Policy 

Records Management Policy 

Strategic Development Plan  

Risk Register  

Procurement Policy 
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APPENDIX A –  

Glossary of Terms -   

Consent: any freely given, specific, informed and unambiguous indication of the data subject's 

wishes by which he or she, by a statement or by a clear affirmative action, signifies agreement 

to the processing of personal data relating to him or her.  

Data controller: is the natural or legal person, public authority, agency or other body which, 

alone or jointly with others, determines the purposes and means of the processing of 

personal data; where the purposes and means of such processing are determined by the 

Union or Member State law, the controller or the specific criteria for its nomination may be 

provided for by Union or Member State law.  Data processor: a natural or legal person, public 

authority, agency or other body which processes personal data on behalf of the 

controller. Data subject: a natural person whose personal data is processed by a data 

controller or processor.   

Personal data: any information relating to an identified or identifiable natural person ('data 

subject'); an identifiable natural person is one who can be identified directly or indirectly, in 

particular by reference to an identifier such as a name, an identification number, location 

data, an online identifier or to one or more factors specific to the physical, physiological, 

genetic, mental, economic, cultural or social identity of that natural person.  Personal data 

breach: a breach of security leading to the accidental or unlawful destruction, loss, alteration, 

unauthorised disclosure of, or access to, personal data transmitted, stored or otherwise 

processed.  Privacy impact assessment: a process designed to help organisations identify and 

mitigate privacy risks associated with proposed data processing activities. For further 

information, see the University's Privacy Impact Assessment guidance.  

Processing: any operation or set of operations which is performed on personal data or on sets 

of personal data, whether or not by automated means, such as collection, recording, 

organisation, structuring, storage, adaptation or alteration, retrieval, consultation, use, 

disclosure by transmission, dissemination or otherwise making available, alignment or 

combination, restriction, erasure or destruction.  

Pseudonymisation: the processing of personal data in such a manner that the personal data 

can no longer be attributed to a specific data subject without the use of additional 

information, as long as such additional information is kept separately and technical and 

organisational measures to ensure that the personal data are not attributed to an identified 

or identifiable natural person.  

Restriction on processing: the marking of stored personal data with the aim of limiting their 

processing in the future.  Right of access: entitles the data subjects to have access to have 

access to and information about the personal data being processed by the data controller. 

Special categories of personal data: personal data revealing a data subjects racial or ethnic 
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origin, political opinions, religious or philosophical beliefs or trade union membership or the 

processing of genetic data, biometric data for the purposes of uniquely identifying a natural 

person, data concerning health or data concerning a natural person's sex life or sexual 

orientation.  
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The Health and Safety at Work Act (1974) 

 

The Health and Safety at Work Act (HSW Act) places general duties for health and safety on all 

people at work – employers, employees and self-employed, manufacturers, suppliers, 

designers and importers of materials used at work, and people in control of premises. 

Individuals as well as or instead of the organisation may be prosecuted for breaches of the 

Act. 

The HSW Act also imposes a duty on all employers with a total of five or more employees to 

produce a written health and safety policy. 

Health and safety regulations 

Specific regulations are issued under the HSW Act on certain aspects of health and safety or 

covering certain industries, for example those covering safety committees and 

representatives, notification of accidents and dangerous occurrences, control of lead at work, 

diving operations, and the control of substances hazardous to health. Health and safety 

regulations, emanating from a range of EC Directives, came into force on 1 January, 1993. 

They are: 

 Management of Health and Safety at Work Regulations 

 Health and Safety (Display Screen Equipment) Regulations 1992 

 Manual Handling Operations Regulations 

 Provision and Use of Work Equipment Regulations 

 Personal Protective Equipment at Work Regulations, and 

 Workplace (Health, Safety and Welfare) Regulations. 

One of the key elements of the Management of Health and Safety at Work Regulations, for 

example, is that employers are required to appoint competent people to help them take 

health and safety measures; appropriate specialist advice should be obtained where 

necessary. Additionally all employers must carry out a risk assessment (and if five or more 

people are employed, record the main findings and the arrangements for health and safety). 

The Health and Safety Executive publishes a range of booklets giving guidance on all the 

above Health and Safety at Work Regulations. 

The Safety Representatives and Safety Committees Regulations 1977 

These regulations give recognised trade unions the right to appoint safety representatives to 

represent employees in consultation with the employer about health and safety matters. The 

Act also provides for the possibility of employers being required by safety representatives to 

set up safety committees which would keep under review measures to ensure health and 

safety at the workplace. Full details are contained in the approved Code of Practice Safety 

Representatives and Safety Committees, available from The Stationery Office. 
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The requirement for employers to provide facilities and assistance to safety representatives 

for carrying out inspections has been extended under the Management of Health and Safety 

at Work Regulations; employers now have to provide facilities and assistance for all their 

functions. The regulations also provide for increased rights of consultation for health and 

safety representatives. 

Other health and safety legislation 

Certain legal requirements of earlier Acts – such as the Factories Act 1961 and the Offices, 

Shops and Railway Premises Act 1963 – remain in force. However, an objective of the HSW 

Act is gradually to replace those requirements by regulations and approved codes of practice. 

The Health and Safety Executive (HSE) produces a guide to the HSW Act, which also lists 

regulations and approved codes of practice made under the Act, together with other Acts 

dealing with health and safety at work. 

Health and Safety (Consultation with Employees) Regulations 1996 

Employees not in groups covered by trade union safety representatives must be consulted by 

their employer, under the Health and Safety (Consultation with Employees) Regulations 1996. 

Employers can choose to consult directly with employees or through elected representatives. 

For further information see the leaflet Consulting Employees on Health and Safety IND (G) 

232L, available from HSE Books, PO Box 1999, Sudbury, Suffolk CO10 2WA. Tel 01787 881165. 

Employees’ rights 

The Trade Union Reform and Employment Rights Act 1993 provides protection against 

dismissal, or other detrimental action short of dismissal, for health and safety representatives 

and other employees in particular circumstances where health and safety is an issue. 

Employees who claim this right has been violated can complain to an employment tribunal, 

irrespective of their length of service. 

General health of employees 

In recent years a growing number of employers and trade unions have become interested in 

the provision of additional facilities and the development of education programmes and 

health policies aimed at improving the general health of employees. Such measures can 

improve employment relations, increase productivity, lower absence and accident rates and 

improve the organisation’s public image. 

A wide range of health facilities are provided by some employers, which may include: 

 regular voluntary health checks 

 eyesight tests 

 dental checks 

 screening for cancer (eg cervical or breast cancer) 
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 an alternative ‘healthy’ menu in the staff canteen or restaurant 

 exercise facilities 

 assistance in giving up smoking, alcohol or drugs 

 stress counseling 

 relaxation classes. 

An information and education programme forms an essential part of any health campaign at 

work. The simplest way of providing information is to distribute material either produced in 

house or obtained from sources such as the HSE, the Department of Health or the Health 

Education Authority (HEA). 

The Health and Safety Executive (HSE) is currently focusing on the issue of stress at work. HSE 

defines stress as “the adverse reaction a person has to excessive pressure or other types of 

demand placed upon them”. The HSE has developed Management Standards to help 

employers deal with stress. These standards help measure an employer’s performance in 

managing the key causes of stress at work and identify areas for improvement. For more 

information visit www.hse.gov.uk/stress and see the Acas advisory booklet Stress at work. 

The HEA also provides a wide range of useful and informative leaflets on health matters and 

has developed health promotion campaigns such as Look after yourself and Look after your 

heart. Further advice and help can be obtained from local Health Education Units listed in the 

telephone book under the name of the local health authority. 

Health policies can help organisations to prepare for and perhaps avoid problems. This can be 

particularly important in the case of potentially sensitive issues such as mental health, alcohol 

and drugs. 

The development of clear policies can help ensure that decisions affecting employees: 

 are generally understood and consistently and fairly applied within the organisation 

 take full account of their effect on all areas of the organisation’s activity 

 satisfy legal requirements 

 contribute to good relations between employer, employees and their representatives. 

For further information see the ACAS guide Health, work and wellbeing at 

www.acas.org.uk/publications.  This text is taken from a document produced by ACAS 

available at https://www.acas.org.uk/health-and-wellbeing   
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Conflict of Interests Policy 

 

The purpose of this policy is to establish a standard of conduct to ensure that personnel in the 

organisation act in the best interests of the college and its clients and, in pursuing this goal, 

maintain standards relating to conflict of interest. These standards are intended to enhance 

public confidence in the integrity of the college and its personnel.  

This policy applies to all employees of the college.  

Conflict of interest  

A situation where an individual, or the organization he/she represents or has an interest in, 

has a direct or indirect competing interest with the the college’s activities. This competing 

interest may result in the individual being in a position to benefit from the situation or in the 

college not being able to achieve a result in the best interest of the the college.  

A conflict may arise where an individual is a party to a contract with the college or has an 

interest in an enterprise, or is related to a person who is party to such a contract; or where an 

individual receives payment by the college for services rendered to the college other than 

reimbursement for reasonable out-of-pocket expenses measured according to the the 

college’s procedures on expense reimbursement.  

Conflict of interest includes, but is not limited to situations  

 Where an employee’s private affairs or financial interests are in conflict with their 
work duties, responsibilities and obligations, or result in a public perception that a 
conflict exists  

 Which could impair the employee’s ability to act in the public interest  

 Where the actions of an employee would compromise or undermine the trust that the 
public places in the college.  

 

All employees shall immediately disclose to the Principal, in writing, any business, commercial 

or financial interest where such interest might be construed as being in real, potential or 

apparent conflict with their official duties.  

Performance of duties  

An employee will not vote on, or participate in, any discussion about a resolution to approve a 

contract in which he/she has an interest, nor will an employee approve and/or sign off on 

such circumstances.  

In the performance of their duties, employees must not:  

 Place themselves in a position of obligation to persons who might benefit or appear to 
benefit from special consideration with respect to the college business  
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 Have a monetary interest that would conflict with the discharge of the duties owed to 
the college  

 Disclose, discuss, use, take advantage of, benefit or appear to benefit from the use of 
information not generally available to the public and which has been acquired during 
their official college duties  

 Communicate with any level of government, or with any elected or appointed 
government official in relation to the business of the college, unless they have specific  
authorization  

 Assist private entities or persons in their dealings with the college where this could 
result in preferential treatment to any person  

 Directly or indirectly use, or allow the use of, the college property or information for 
anything other than officially approved activities  

 

Outside employment  

Staff members may engage in remunerative employment with another employer, volunteer 

activity, carry on a business, or receive remuneration from public funds for activities outside 

their position provided that:  

 It does not interfere with the performance of their duties  

 It does not bring the college into disrepute  

 They do not have an advantage derived from their employment as a college employee  

 It is not performed in such a way as to appear to be an official act or to represent the 
organization’s public positions or policies 

 It does not involve the use of college premises, services, equipment or supplies to 
which the staff member has access by virtue of their employment, unless official 
authorization is secured.  

 

Gifts  

Staff must avoid the appearance of favouritism in all of their dealings on behalf of the college 

and not accept personal gifts from those doing business or seeking to do business with the 

college.  

Financial  

Staff must not commit the college to any unauthorized expenditure or other liability and must 

ensure that all commitments are approved in accordance with the appropriate by-laws, 

regulations and policies including all appropriate consultations and approvals.  

Vendor relationships  

Staff in leadership roles will not perform fee for service responsibilities for the college in 

addition to their responsibilities as an employee of the college. Nor will employees sell goods 

to the college, unless by specific approval of the senior management.  
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Goods shall not be purchased from relative of an employee without consultation with 

applicable line manager and a determination made as to whether the correct processes were 

undertaken and the impact of the decision. Where there is doubt on the subject, the issue is 

to be referred to the senior management.  

Client relationships  

All employees are to understand the client’s vulnerability and dependence on the employee 

to provide assistance, and to act accordingly. This includes recognition that personal 

relationships outside the scope of their professional roles are not in the best interest of either 

party or the college.  

Conflict of interest situations between employees and clients are investigated immediately 

and resolved as appropriate.  

Breach of conflict of interest  

Employees are required to consult with their manager whenever they have any question as to 

whether a particular circumstance may place them in a conflict of interest.  

Persons who fail to comply with these standards during the course of their employment will 

be subject to such appropriate measures as may be determined by the college including 

dismissal from employment.  

Persons who fail to comply with these standards following termination of employment with 

the college hereby acknowledge that the disclosure of confidential information will result in 

irreparable harm to the college and the college shall have the right to enforce its lawful rights 

and remedies against any offending person.  

Reservation of rights  

Where an individual fails to disclose a conflict or an interest according to this policy or 

according to other laws or regulations in the United Kingdom, the college reserves all rights it 

may have to deal with the contract, conflict and individual involved.  

Much of this text is taken from a document produced by the HR Council available at 

http://hrcouncil.ca/docs/POL_Conflict_of_Interest3.pdf 
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Staff Recruitment Policy 

 

This policy applies to the recruitment and selection of all staff members of the college 

Employees who are involved in the recruitment and selection process of staff should be aware of and 

adhere to this policy. In addition, any external consultants or recruitment agencies who assist in the 

recruitment process must act in accordance with this policy. The engaged manager is responsible for 

providing such external parties with this policy prior to his or her involvement in the recruitment 

process. 

It aims to: 

 To ensure that the recruitment process is appropriate 

 To appoint the best suited person for every position 

 To ensure the equality of opportunity for all applicants 

 To ensure the compliance with the college’s Equal Opportunities Policy and relevant 

employment legislation 

 To promote the college’s values 

 To meet the college’s operational requirements and strategic aims 

This policy has been designed to provide a flexible framework which promotes good practice, adopts a 

proactive approach to equality and diversity that renders full support to the college. 

The college is committed to ensure that the recruitment and selection process of staff members are 

conducted in a manner that is systematic, efficient and effective in the light of promoting the equality 

of opportunity. 

All employees involved in the recruitment process should ensure that they have received relevant 

internal training on recruitment and selection. Staff members who are engaged in the recruitment 

process should be aware of their responsibilities under the relevant legislation. 

If a member of staff engaged in the recruitment process has a close personal or familial relationship 

with an applicant, he or she must declare this immediately. In line with the college’s conflict of interest 

policy, it will be necessary for the particular staff member to be excluded in the recruitment and 

selection process. 

All documents received in relation to every applicant will be treated with strict confidence in 

accordance to the Data Protection Act (DPA). Applicants reserve the right to ask for a feedback and 

access any documentation held in compliance with the DPA. 

The recruitment and selection process should not commence until a full evaluation of the post has 

taken place, which should be in accordance with the strategic plans with the budget for such a post 

secured. 

All positions will normally be advertised within the college. This will help maximizing equality of 

opportunity and providing staff members with opportunities for career development, thus maintaining 

the skills and expertise of existing staff. 
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Positions will be advertised using the most appropriate and cost effective channels. This may include 

local job centre’s, local or national newspapers and magazines, international publications and/or web 

sites. Internal postings should be valid for a minimum of 7 days and external advertisements should be 

valid for a minimum of 14 days. 

Every applicant will be treated with respect and provided with sufficient information to the decisions 

made with regard to his/her suitability for the applied role. Appropriate or particular background 

information of the college and the specific position should be made available during the application 

process. 

All recruitments will be based on agreed job descriptions and person specifications. Recruitment and 

selection must be conducted as an evidence-based process and candidates should be assessed against 

agreed selection criteria, based on relevant knowledge, skills, competence, experience and 

qualifications to perform the role as outlined in the person specifications. 

QAA Quality Code Chapter B3: Expectation Indicator 4 

Higher education providers assure themselves that everyone involved in teaching or supporting 
student learning is appropriately qualified, supported and developed. 

 

Short listing must be undertaken by at least two individuals who are involved in the process of 

interview. Interviews should normally be conducted by a minimum of three people, and all interviews 

for every post must be conducted by the same people. 

Interview questions must relate to the job requirements as exemplified in the post and personal 

specifications.  

The decisions on selection will be determined by the majority view of the interviewers. 
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Appendix 1: Employment Statement 

 

A written statement of the main terms and conditions of employment under the Employment 

Rights Act 1996. 

 

1. You ............................ began employment with London College of Business (LCB) on 

............................ 

2. Your period of continuous employment: 

a) *              Your previous employment with (Name of previous employer or employers) 

............................ does count as part of your period of continuous employment which 

therefore began on (Date period of continuous employment commenced) …………...  

or 

b) *              Your previous employment does not count as part of your period of continuous 

employment. 

*Select (a) or (b) as appropriate. 

3. Your Job title is ............................  

4. Your employer’s address and your normal place of work is   

London College of Business Ltd. 

Unit 6A Monteagle Court 

Wakering Road 

Barking IG11 8PL 

5. Your pay will be £............. per annum, paid monthly. 

6. Your hours of work are Monday to Friday 9am until 6pm with a 1 hour break  

7. Your holiday entitlement is All public holidays and 20 days per year, beginning each April, wih no 

entitlement to carry over unused holidays. All holiday requests must be recieved at least one week 

before the holiday. The managment of the college reserve the right to deny holiday requests. Your 

statutory rights will not be affected. 

8. In case of incapacity for work You are expected to inform your employer as soon as possible and 

to arrange cover work where necessary. Periods of sickness of up to five days will be paid at your 

normal pay rate. Periods of sickness longer than five working days will require a doctor's note. You 

are entitled to Statutory Sick Pay if you are sick for more than four days and provide a sick note 

from your doctor. For more details please read the Staff Absence Policy available in the staff 

handbook or upon request.  
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9. LCB does not operate a pension scheme. A contracting-out certificate under the Social Security 

Pensions Act 1975 is not in force. 

10. You are only entitled to expenses if: (i) these are authorised in advance; (ii) you actually incur the 

expense and produce proper receipts; (iii) you claim the expenses within 2 working days of 

incurring the expense (or the next working day after holiday or sickness absence). 

11. The amount of notice of termination of your employment you are entitled to receive is  

Period of continuous employment     Notice 

Four weeks or more, but less than two years   1 week 

Two years or more, but less than 12 years 1 week of each year of 

continuous employment 

12 years or more       12 weeks notice 

Your employer shall be entitled to terminate your contract of employment without notice if 

you commit an act of gross misconduct. 

Your employer has the right during your period of notice or any part thereof to: (i) place you 

on special paid leave and/or (ii) make a payment to you in lieu of notice.  

12. Your employment is permanent – subject to general rights of termination under the law. 

13. There are no collective agreements in force. 

14. You are not expected to work outside the UK for more than one month. 

15. The disciplinary rules which apply to you can be found in the Staff Discipline Policy available in the 

Staff Handbook or upon request. 

16. If you have a grievance  or are dissatisfied with any disciplinary decision that affects you, you 

should apply in the first instance in writing to: the college Principal  

 

This contract is based upon a template produced by ACAS available at 

https://www.acas.org.uk/contracts-hours-and-pay 

  



 
 

43          Updated January 2020 

Appendix 2: Performance Record 

 

Name 
 

 

Job Title 
 

 

Do you manage staff? Yes/No 
 

 

Report year 
 

 

Who do you report to? 
 

 

Who countersigns your report? 
 

 

 

Section 1 – Objectives (to be completed by employee)  

Objective 1 .................................................................................................. 

Summary of achievement against objective 1 

Interim Review 

 

 

 

 

Final Review 
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Objective 2 .................................................................................................. 

Summary of achievement against objective 2 

Interim Review 

 

 

 

 

Final Review 

 

 

 

Objective 3 .................................................................................................. 

Summary of achievement against objective 2 

Interim Review 

 

 

 

 

Final Review 
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Section 2 – competencies 

Comment briefly on your achievement against the competencies for your job that you have 

agreed with your manager. 

Competency Enter level 
required for your 
job (1/2/3) 

Comment 

Focusing on customers 
 

  

Learning new job skills 
 

  

Focusing on goals 
 

  

Teamwork 
 

  

Communicating effectively 
 

  

Solving problems 
 

  

Being flexible 
 

  

Embracing change 
 

  

Knowing the business 
 

  

Being creative 
 

  

Developing self and others 
 

  

Planning and organising 
 

  

Leading and deciding 
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Section 3 – Personal development (to be completed by employee’s line manager) 

This section enables people to reflect on what they are good at and what areas they would 

like to develop. 

Current Strengths 

 

 

 

 

Future career plans and aspirations 

(Summarise what you would like to be doing in the short, medium and longer term). 

 

 

 

 

Personal Development Plan (PDP) 

This is an opportunity to maintain a focus on personal development and can form a basis of 

discussion with your line manager. 

Area of development How will this be 
developed 

By when Record of 
achievements 
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Section 4 – Interim Review 

This section is for brief overall summary comments for the half year by the employee and 

their line manager, together with assessment level agreed after discussion at the interim 

review. If agreement is not reached then a comment about this is recorded by both the 

employee and the line manger in the summary section. 

Date of Interim Review 

Employee’s summary for half year 

 
 
 
 
 

 

Line manager’s summary for half year 

(Comment briefly on achievement for objectives, competencies and development) 

 
 
 
 
 

 

Indicative interim assessment level (half year) 

This is based on performance to date against objectives and competencies. It is indicative and 

can change in line with full year performance. 

Indicative interim assessment level Tick the level agreed 

Outstanding performance  

Standard performance  

Below standard performance with 
development needs 

 

Unsatisfactory performance  
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Section 5 – Final review 

This section is for brief overall summary comments for the full year by the employee and their 

line manager, together with assessment level agreed after discussion at the final review. If 

agreement is not reached then a comment about this is recorded by both the employee and 

the line manager in the summary section.  

Date of Interim Review 

Employee’s summary for full year 

 
 
 
 

 

Line manager’s summary for full year 

(Comment briefly on achievement for objectives, competencies and development) 

 
 
 
 

Final Assessment Level 

This is based on performance over the year against objectives and competencies. 

Assessment Description Tick agreed assessment level 

Outstanding performance Objectives exceeded and 
competencies more than fully 
demonstrated. 

 

Standard performance Objectives met and 
competencies fully-
demonstrated at required 
levels. 

 

Less than standard 
performance with 
development needs 

Most objectives met but 
development required to fully 
meet all objectives. 

 

Unsatisfactory 
performance 

Performance unacceptable; 
objectives not met and 
competencies not 
demonstrated. Under-
performance action underway. 

 

 

This policy is based upon a sample produced by ACAS available at 

https://archive.acas.org.uk/index.aspx?articleid=5029   
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Appendix 3: Principle about Information 

All information should be shared publicly, except that which has a reason not to 

be. 

Implementation: 

All meeting minutes will appear on Intranet/open filing cabinet, unless marked 

private; then it will be filed in the locked filing cabinet. 

Principle about Decisions: 

No one person should make a decision within LCB, without consulting their line 

manager, and preferably after consulting all who are affected by it. If an urgent 

decision was made, then the line manager must be informed at the earliest 

opportunity. 

Principle about Documentation: 

Meetings and decisions should be recorded. Those who met, who was absent 

and the main points discussed along with the arising action points should be 

recorded. All records must have the date of the meeting at the top. 

Records should be seen and acknowledged by the line manager of the staff 

involved in the meeting. 

The name of the next person to see the document will be recorded at the foot of 

the record. If there are multiple line managers, then multiple names will appear 

at the foot of the document. 

If further discussion is needed, then it should be entered as an agenda item at 

the next senior management team meeting. 

Any action to be taken should be taken or issued as an instruction to a member 

of staff. 

At the point of deciding when to take the action, a date for reviewing the action 

should be decided and then recorded onto the meeting record. A corresponding 

diary entry should be made to remind that the action arising from such and such 

a date needs reviewing. 

The meeting record must finally be marked as private or left as a public.  
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Appendix 4: Full Committee Structure  

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

 

*Names in bold type denotes the Chair of each committee 

 

  

Senior Management Team 

Anand Venkoba* (Senior Faculty/Advisor) 

 

Michael Taylor (Senior Administrator and Registrar 

(Part-Time)) 

Dr Basha Shaik (Head of Centre and Director) 

 

Academic Committee 

Anand Venkoba * 

 

Michael Taylor 

Dr Basha Shaik 

Lecturing Staff 

Marketing and Admissions 

Review Sub-Committee 

including Student Liaison 

Committee 

Dr Basha Shaik*  

Michael Taylor  

Parwez Ranjanally 

Marketing and Admissions 

Staff 

Dissertation Review Sub 

Committee 

Dr Basha Shaik*  

Dissertation Supervisors 

Staff Meeting 

 S Basha 

All Academic and 

Administrative Staff 

 

The Administrative 

Sub Committee 

Michael Taylor*  

Parwez Ranjanally 

Admin Staff 
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Full Committee Structure Meetings. All meetings can be held actually or virtually. 

 Marketing and Admissions Review Sub-Committee. Each semester, before 

the exam board, all academic, senior, and marketing and admissions staff 

should attend a meeting to review what has just passed. The meeting agenda 

should include: 

a. Newly enrolled students; their eligibility, engagement, attitude and 

ability. 

b. Continuing students; their engagement, attitude and ability. 

The outcome of the meeting will be to agree where improvements in 

marketing and admissions can be made. 

 Dissertation Review Sub Committee. Each semester, before the exam board, 

all dissertation supervisors, academic and senior staff should attend a 

meeting to review what has just passed. The meeting agenda should focus on 

dissertations students’ progress, engagement, attitude and ability. The 

outcome of the meeting will be to agree where improvements in dissertation 

process can be made. 

 The Administrative Sub Committee. Each month all admin and senior staff 

should attend a meeting to review all enrolled students; their engagement, 

attendance and attitude. The outcome of the meeting will be to agree where 

pastoral interventions may be required. 

 Academic Committee. Each month all academic and senior staff should 

attend a meeting to review all enrolled students; their engagement, attitude 

and ability. The outcome of the meeting will be to agree where academic 

interventions may be required. 

 Full Staff Meeting. Membership: All Academic and Administrative Staff, 

Chair: The Principal. Remit: To discuss concerns with student 

engagement/progression (General and specific); to check diary of upcoming 

events and give out reminders. 
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Appendix 5: Merged Committee Structure 

 

While the college is small, with only core staff in place, there is no need for a 

very formal committee structure, which includes the same people in each 

committee. Therefore, the Senior Management Team and Academic Committee 

have been merged. Also, the SMT now has absorbed the Marketing and 

Admissions Review Sub-Committee and the Administrative Sub-Committee. 

*Names in bold type denotes the Chair of each committee 

  
Senior Management Team / Academic 

Committee 

Anand Venkoba* (Senior Faculty/Management 

Advisor) 

 

Dr S Basha  (Head of Centre / Programme Director) 

 

Michael Taylor (Senior Administrator and 

Registrar-Part-time) 

Staff Meeting 

S Basha* 

All Academic and 

Administrative Staff 

(Held when there is a 

need) 
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Appendix 6: Lines of Reporting 

 

 

 

 

 

 

 

 

 

 

 

 

Lines of Reporting 

Minutes/points of action and decisions are public information where possible. 

Minutes/points of action and decisions regarding student performance is 

reported to the Academic Committee 

Minutes/points of action and decisions reached at the Academic Committee, 

Marketing and Admissions Review Subcommittee, and Administrative 

Subcommittee are reported to the SMT/and full staff meetings (where 

appropriate) 

All academic staff and academic support staff report to Programme Director. 

Admissions staff and reception staff report to Registrar / Senior Administrator. 

Technical staff and marketing staff report to Head of Centre  

Programme Director and Registrar / Senior Administrator report to Head of 

Centre 

Senior Management Team is composed of the Senior Faculty/Management 

Advisor, Company Director and Registrar/Senior Administrator 

Anand Venkoba (Advisor) 

 

Lecturers 

New and Temporary Lecturers 

 

 

Parwez Ranjanally  

Office Manager 

 

 

Dr Basha Shaik (Director) 

 

Michael Taylor  

(Exams Office, Registrar and Senior 

Administrator – Part-time)  

(Business Development 

Manager)  
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College Address 
 

 

 

London College of Business – Barking 

6A Monteagle Court, Wakering Road, Barking, Essex IG11 8PL, UK. 

Phone: +44 (0) 208 591 2222 

Fax: +44 (0) 208 594 2333 

Email: info@lcbuk.org 

Directions 

Train: Barking Underground station is on the District Line. 

Car: Leave A406 at Barking, follow road to left at roundabout, LCB is on right after one minute. 

 


